Executive Summary

Columbia College's Process for Change Management is designed to provide an orderly and documented method in which changes to the College's computing environment are requested and approved prior to their implementation so as to minimize service disruptions and promote system availability.

The process works to ensure that all elements are in place, all parties are notified in advance, and the schedule for implementation is coordinated with all other activities within the organization. Through the process' planning and community review procedures, the process further seeks to ensure the success of changes.

Columbia College Information Technology (CCIT) is tasked with providing a stable and reliable information technology infrastructure for the College Computing Community and is responsible for overseeing and maintaining the process for change management described herein.

Scope of Policy

The process for change management provides a process to apply changes, upgrades, or modifications to Columbia College's information technology environment. The process applies to any activities that might affect the environment that the College Computing Community relies upon to conduct normal business operations. Such activities include, but are not limited to, the following:

- any and all modifications, additions, or changes to hardware, software, networking, and applications
- environmental changes and shutdowns
- events that may alter the normal operating procedures.

Changes to the computing environment arise from many circumstances, such as:

- periodic maintenance
- user requests
- hardware and/or software upgrades
- acquisition of new hardware and/or software
- changes or modifications to the infrastructure
- environmental changes
- operations schedule changes
- changes in hours of availability
- unforeseen events

The above list is not all-inclusive, and further examples of changes to which this process applies are provided within the “Types Of Changes To Which This Process Applies” section of this document. If you are unsure whether a change needs to be submitted through the process for change management, you are encouraged to contact Columbia College Information Technology (CCIT).
The Change Management Process

- All change requests must be submitted on the “College Change Request Form” located at the following URL:


- Prior to submitting a change request, the requester should:

  - Perform all research, analysis, and planning necessary to successfully mapping out the scope of the change and resources required.
  
  - Obtain the approval of their management so as to ensure that managers are aware of requests and changes originating from or affecting their area of responsibility.

- Change requests should be submitted to CCIT with as much advanced notice as possible such that the request may be given careful consideration, all necessary parties may be contacted, and all requisite preparation and coordination might be completed.

- CCIT will assign a staff member to perform an initial review of the submitted change request for completeness and adequacy. This initial reviewer will also work with the change requestor to improve the request prior to formal review.

- Prior to formal review and decisioning of a request, the assigned CCIT staff member will determine all parties whose input and consideration are necessary for review and decisioning of the request. These necessary parties will be invited to a meeting in which the request will be formally reviewed and decisioned.

- CCIT will schedule a meeting in which the change request is to be formally reviewed and decisioned by all necessary parties. Review of the change request will be as per the “Change Review Guidelines” section of this document.

It is desirable that the “Change Requester” be present at the meeting to clarify aspects of the submitted change request and participate in the decisioning process.

- If approved, the following will apply:

  - If the change request is approved, CCIT will assign a “Change Manager” to work with the change requester in coordinating and scheduling the change.
  
  - Conditions and procedural checklists will be developed and attached to the approval as per the “Approval Conditions and Requirements Development Guidelines” outlined below.

    - As approved requests may have conditions, requirements, and procedural checklists attached, the change requester may need to modify the plan outlined in their change request to achieve compliance with the stipulated conditions or procedural checklists.

  - CCIT and other necessary parties will schedule the change and modify the proposed change request time line as appropriate. If there exist scheduling conflicts, CCIT will notify parties of scheduling conflicts needing resolution.

  - CCIT will assign a “Change Manager” to oversee coordination and execution of an approved change as well as all conditions and requirements attached to the approval.

  - Should there be a scheduling conflict, CCIT will notify all involved parties of the conflict and attempt to work with the parties in resolving the scheduling conflict. If the parties cannot reach an agreement, the issue will be forwarded to the College’s Senior Administration for resolution.
• All affected users will be notified of the scheduled change, possible interruptions of service, and the impact of the change.

• Upon execution of a change, status is to be communicated at defined intervals.

• Upon completion of execution of a change, the outcome of the change is to be fully documented and submitted to CCIT.

Updating, Correcting, or Withdrawing a Change Request

Once a change request has been submitted and a situation arises that the request must be updated, corrected, or withdrawn, an email is to be sent to CCIT as soon as possible requesting the change submission to be removed from consideration.

A new change request form must then be submitted to CCIT reflecting all updates or corrections. An exception to this requirement may be a minor correction in the content of the previously submitted request.

If there is a question as to whether or not a new form should be submitted, please contact CCIT.

Procedures During Emergencies

Emergencies exist only as a result of:

• a business critical component of the College Computing environment meeting the following criteria:
  1. the component is inoperable,
  2. the component is preventing a time-sensitive or mission critical task from being completed,
  3. this is creating a negative business impact, and
  4. another comparable component cannot be utilized

• a response to a disaster

All emergencies are handled on an as-required basis with the approval of the Executive Director of Columbia College Information Technology or an appointed designee and must follow the guidelines below.

• Verbal or written approval must be obtained to execute the change.

• A minimal notification will be submitted providing the following information:

  • Will the change cause an interruption in service and what will the estimated downtime will be?
  • What aspects of the College Computing environment (users, processes, systems) will be affected?
  • A brief description of the change
  • Potential workarounds until the problem is resolved.

• An emergency change request form and supporting documentation for the change must be submitted immediately after the change occurs.

CCIT will review all emergency submissions to ensure the change met the criteria for an “emergency change” and to prevent the process from becoming normal practice to circumvent the Process for Change Management. Any questions will be directed to the approver of the change.
Vendor & Third-Party Consultant Change Requests

Vendors and third-party consultants that maintain portions of the College’s computing environment will submit change notifications to their designated CCIT contact using the “College Change Request Form.” The CCIT contact is then responsible for evaluating and discussing the proposed change with the vendor prior to submitting the form for consideration.

Change Review Guidelines

At the scheduled meeting, CCIT and all necessary parties will analyze and review the change request submitted so as to determine the impact upon the College Computing Community. To determine the impact, participants will do as follows:

- Review, and verify the adequacy, correctness, and completeness of the information submitted on the change request form.
- Perform benefit/cost/risk analysis.
- Determine the criticality of the request as per “Guidelines For Determination of Criticality” as outlined herein.
- Verify the proposed action plan and back-out plan
- Determine and test assumptions of the change request.
- Evaluate test results and test procedures to determine whether test information presented is relevant and suggestive of success.
- Determine whether the proposed time line presented is realistic considering what is to be accomplished, potential impact upon systems and processes, and margin for error.
- Determine whether all requirements for change have been satisfied or will be satisfied prior to the change.
- Determine whether the plan of action and back-out plans sufficiently reduce risk to an acceptable level.

Upon completion of the above review, meeting participants will decision the change request.

If approved, the “Change Decision Guidelines” described below will be used to communicate conditions and requirements attached to the approval. Additionally, a “Change Manager” will be assigned.

Regardless of decision, the decision will be communicated to the “Change Requester” if they are not present at the meeting.

Guidelines For Determination of Criticality

What follows are guidelines for assigning levels of criticality. When discussed below, a viable workaround is defined as a workaround possibly creating inconvenience, but not creating an adverse mission impacting performance degradation.

- Emergency: A situation causing severe potential or actual business impact requiring immediate action, for which no viable workaround exists, for which the full process for change management
cannot reasonably be conducted given time constraints/ urgency for action, and for which a solution is needed immediately.

This type of request will receive an immediate initial analysis. The corrective action is implemented as soon as a viable fix is available. Appropriate review and follow-up documentation must be submitted as soon as possible afterward.

- **Critical:** A situation causing severe potential or actual business impact requiring immediate or prompt attention, for which no viable workaround exists, for which a solution is needed immediately, but for which there exists a window of opportunity to consider and schedule the change via the process for change management without further adverse affect to the organization.

- **Major:** A change whose potential or actual business impact requires immediate or prompt attention, for which a viable workaround exists, and a solution is required quickly or before the point of impact is reached.

- **Normal:** A change whose business impact is expected to be moderate, for which a workaround exists, and for which a solution is needed but in a time frame allowing for flexibility.

- **Minor:** Minor changes are those whose business impact is expected to be minimal and for which a solution is necessary. This level of criticality is intended primarily for new requirements and for fixing capabilities that are currently operational but are difficult or awkward to use.

**Approval Conditions and Requirements Development Guidelines**

Upon approval of a change request, the following guidelines will be applied to create requirements for execution of the change.

- If modifications to the proposed time line and date for execution of the request are necessary, these will be stated as requirements for the change.

- Aspects of the change deemed as conditions to execution of the change will be defined as conditions that must be satisfied prior to or as part of the execution of the change and will be attached as requirements and procedural checklists for the change.

- Deficiencies or corrections to the change request will be noted and, if necessary, communicated as requirements for the change.

- Communication pathways and contacts will be defined and presented as a requirement for the change. A schedule for communications prior to, during execution of, and upon completion of the change will be established.

The “Change Manager” assigned to the change request will communicate and oversee all guidelines developed as conditions or requirements of the change's approval.

**Roles of Participants Within The Process of Change Management**

For purposes of clarity within this document it is assumed that a “Change Requester” is the same entity as the “Change Agent” -- the entity executing upon the change or providing technical skills/knowledge in furtherance of the change.

Regardless of whether this is the case, it is the responsibility of those requesting the change and executing upon the change to work together in analysis, planning, communication, execution and documentation of the change.
Role of the Change Requester

It is the primary responsibility of the individual submitting a request to evaluate the change prior to submission. The change requester’s responsibilities are described below:

Development & Submission of the Change Request

- Perform analysis of benefits, costs, and risks related to the change
- Research the requirements to achieve a successful change and to verify that all requirements are available.
- Evaluate the impact to the College Computing environment and the College Computing Community.
- Document and coordinate a back-out plan. This should explain the steps that must be taken to restore access in the event that the change has a negative impact.
- Develop a plan of action that reduces risk to an acceptable level and lessens the affects on users and processes should the change cause an outage.
- Obtain approval for the change request from CCIT by submitting a complete, concise, and descriptive Change Request Form. Forms not completed properly will be rejected and returned to the requester with an explanation for denial.

Execution & Follow-Up

If the change request is approved.

- Work with CCIT to ensure that the all effected computing community members are aware of any possible impact.
- Follow all conditions and procedural checklists that may have been attached to the approval.
- Report unplanned outages or problems immediately to the appointed CCIT Change Manager.
- Communicate status updates to the appointed CCIT Change Manager upon conclusion of the change and file documentation on the change. The documentation should provide a detailed update on the success or failure of the change.

Role of the Change Manager

To oversee execution of an approved change, CCIT will designate a Change Manager to oversee the change process. The change managers responsibilities include the following:

- Oversee the activities of the change requester
- Coordinate the changes/events
- Coordinate proper on-site or on-call support as needed to resolve any problems or answer any questions that may occur during installation, or immediately subsequent to installation.
- Facilitate communications between the change requester, CCIT, and the College Computing Community. Such communications include:
● Notifications of the change/event, the need for the change, the potential impact of the change, preparations or actions the community should take, follow-up actions the community should take, and the schedule of the change

● Notifications of any changes of plan or schedule

● Notification of status and deviations from plan that impact community members

Types Of Changes To Which This Process Applies

The following presents a sampling of types of changes that must be considered via the Process for Change Management described herein.

The list below is not comprehensive. Therefore, if you are unsure if a change needs to be submitted through the Process for Change Management, you are encouraged to contact Columbia College Information Technology (CCIT).

● **Hardware**: hardware changes, re-configurations, deployments, retirements, re-locations, maintenance (preventative or emergency).

● **Software**: software patches; minor/major product releases; operating system changes; installations; system-wide re-configurations; deployments (local or remote)

● **Operations**: Changes to downtime schedules; changes to backup policies; modifications of automated tasks; modifications of systems monitoring software; planned system outages; changes to delivering services; changes to service levels; ADS group policy modifications

● **Security**: modification of points of access; modification of firewall rule sets; modification of automated scanning services (e.g. anti-virus services); modification of privileges; modification of services; grants of privileges

● **Environment**: UPS systems; electrical work; physical maintenance; security systems; backup storage

● **Internally developed applications and information systems**: Implementation of new applications, systems, or modifications to such. Migration from test to production of source code.

● **Network systems**: Additions or modifications to DNS, VPN, switches, network access, network interfaces.